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Whenever anyone from your organization logs 
online, the entire network becomes vulnerable to 
viruses, worms, and hacker attacks. ZoneAlarm® 
Antivirus Small Business Edition, which combines 
award-winning antivirus security with the operating 
system firewall and network and program firewall, 
provides in-depth protection against hackers 
and other Internet threats—all in one easy-to-use 
solution.

Our SmartDefense™ Service automatic updates 
protect computers against the latest outbreaks 
with expert security. The easy-to-use security 
allows users to begin defending their computer 
immediately—even if they’ve never used an 
Internet security program before. Best of all, the 
IT department can relax, knowing their systems 
are protected by the award-winning ZoneAlarm 
firewall which has received the CNET Editor’s 
Choice Award 2006. 

Powerful Protection from Viruses 
and Hackers
Protect Your Business with ZoneAlarm® Antivirus 
Small Business Edition:

Small businesses often use routers to network their computers. Most 
routers include a built-in hardware firewall that monitors and blocks 
inbound communications at the network level. For a more comprehensive 
protection, however, businesses should also have a personal firewall 
installed on all their computers. 

The personal firewall at the core of ZoneAlarm Antivirus Small Business 
Edition monitors and blocks both inbound and outbound communications 
at the PC level. Combined, a router’s firewall and ZoneAlarm Antivirus 
Small Business Edition provide multiple layers of protection that a router 
firewall couldn’t provide on its own. Unlike your small business router, 
ZoneAlarm Antivirus Small Business Edition can protect your business’ 
computers wherever they may be used offsite—in a hotel room, at an 
employee’s home, or in an Internet café.

The benefits of installing ZoneAlarm Antivirus Small Business 
Edition on each computer on a network also include:

• � Direct Protection—While a router’s built-in firewall protects the 
network’s entrance, ZoneAlarm Antivirus Small Business Edition can 
directly protect each individual computer on the network and prevent 
infections (such as viruses) from spreading from one computer to 
another.

•  �Mobile Security—ZoneAlarm Antivirus Small Business Edition protects 
mobile employees by detecting new networks, even wireless networks, 
and automatically configuring VPNs.

•  �Reduced IT Support and Hassle—The intuitive user interface and 
Quick Start Tutorial of ZoneAlarm Antivirus Small Business Edition 
makes it easy for users to get up and running without the need for IT 
support. Security updates are automatically sent to each computer on 
a network, reducing administration hassles and worries.

ZoneAlarm®

Antivirus 
Small Business Edition

The antivirus feature in ZoneAlarm Antivirus Small Business Edition uses 
sophisticated logic to detect and remove viruses.

www.zonelabs.com/smallbizreseller
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Key Features of ZoneAlarm Antivirus  
Small Business Edition:

Comprehensive Antivirus Protection 
• � Award-Winning Antivirus automatically scans and removes 

viruses, worms, and Trojan horses. Users can change, update, 
monitor, and customize settings via the intuitive interface. 
Received the CNET Editor’s Choice Award 2006.

• � Advanced Proactive Detection uses behavior- and pattern-
based analysis to detect unknown viruses and malicious 
programs to protect against emerging threats.

• � Multiple Automatic Scanning Options find viruses in emails, 
compressed files, and in files accessed by a PC (when a file is 
opened, accessed, written, or restored from disk).

Network and Program Firewall
• � World’s #1 Network and Program firewall uses multiple layers 

of protection.

•  �Barricades every PC port from external attack.

•  �Makes PC invisible to hackers when connected to the 
Internet.

•  �Prevents malicious programs from accessing the Internet and 
transferring stolen data.

Operating System Firewall (OSFirewall™)
• � Monitors program installation, registry changes, and file 

access down to the operating system.

• � Detects suspicious behavior and disables dangerous programs 
on the operating system.

• � Monitors additional program actions for more thorough 
protection against spyware, Trojan horses, and other threats.

SmartDefense™ Service
• � SmartDefense Advisor automatically provides safe 

recommendations on whether users should allow or deny 
Internet access to programs that request it. 

•  �DefenseNet™ acts as an early warning system to keep PC 
security updated from the latest spyware attacks using up-to-
the-minute intelligence from the ZoneAlarm community.

• � Outbound Filtering tells when a program on the computer 
is trying to access the Internet, and prevents unauthorized or 
unknown programs from sending out personal information.

•  �MD5 Signature Technology is the 
    equivalent of a human fingerprint for programs. 
    It helps prevent users from accidentally granting 
    Internet access to malicious software that pretends to 
    be legitimate.

Additional Features
•  �Inbound MailSafe automatically quarantines suspicious email 

attachments and blocks them from auto-launching or being 
opened by accident.

• � Outbound MailSafe automatically monitors outgoing email 
and halts messages with potential viruses before they’re 
transmitted. Prevents worms and viruses from sending infected 
emails to everyone in an address book.

•  �Wireless PC Protection identifies new and unsecured 
networks, sets appropriate security.

•  �Free Upgrades for one year so you always have the most 
current version.

•  �Free Upgrade for Windows Vista™ within one year so you 
can use the new operating system with confidence.

•  �Free Online Technical Support available 24/7 and through 
our automated support agent.

Easy-to-Use Security
• � Pre-loaded Security Settings provide easy, instant protection 

for anyone who wants simplicity with peace of mind.

•  �Automatic Network Detection identifies new wired or 
wireless networks so users can adjust protection when at 
home, at the office, or in an Internet café.

•  �Automatic Update Notification keeps Internet security 
current with automatic alerts when new updates are available.

System Requirements
•  Microsoft Windows 2000 Pro/XP
•  Intel® Pentium® III processor 450 MHz or higher
•  50MB of available hard disk space
•  Internet access
•  Minimum system RAM: 64MB (2000 Pro), 128MB (XP)
•  Supported protocols for email protection
      — POP3 
      — SMTP
      — IMAP4
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